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1. Problem
Briefly describe the social problem addressed by the project or activity (product, study,  

grant/sponsorship, etc). Max. 100 words.

4. Impact
Describe the added value of the project.

A - What direct value/benefits does the project or activity have for the target audience?  

Max. 60 words.

B - What is the societal value of the project or activity; what public interest does it serve?  

Max. 60 words.

C – What quantitative and qualitative impact is sought within 5 years; what constitutes success 

for this project/activity? Max. 60 words.

6. Marketing and communication
What channels and communications media are used to reach the target audience?  

Max. 60 words.

7. Assumptions
What assumptions are made, for example about how the product, application or activity will 

contribute to bringing about the desired change? Max. 60 words.

8. Input
What input is required for the project to succeed? Inputs to be considered include funding, 

human resources, partnerships, consultancy, etc. Max. 60 words.

9. Financial sustainability
How will the project be made financially sustainable; what will be done to secure financial 

sustainability? Max. 60 words.

5. Context
In what respects is the solution provided by the product or activity better or more sustainable 

than the existing alternatives? Max. 60 words.

2. Solution
Describe the solution that you have devised (project/product/activity). Max. 100 words.

3. Target audience/market
Describe and characterise the target audience/users. Max. 100 words.


	4a: 
	 Impact: The open standards and open-source software is available to all members of the target audience for unrestricted use, free of charge. The effect of that policy is to keep the threshold to the use of new technologies as low as possible.

	4b: 
	 Impact: The work done by NLnet Labs helps internet service providers and network operators to increase the security and stability of their services. NLnet Labs also contributes to the availability of internet services and end users' trust in such services, including service privacy.

	4c: 
	 Impact: In recent years, NLnet Labs has demonstrated that its output is used by essential internet organisations, contributing to the realisation of its goals. Prominent topics on the agenda for the next 5 years are:
- Memory safety
- Facilitating the adoption of NLnet Labs software by user organisations
- Feedback (monitoring) and management of components of the DNS and routing infrastructure

	5: 
	 Context: NLnet Labs provides high-quality alternatives to other solutions, thus boosting vital product diversity within the DNS and routing infrastructure. Single-solution monoculture would make the ecosystem vulnerable. Consequently, by providing alternatives, NLnet Labs contributes to the resilience of the internet infrastructure.

	6: 
	 Marketing and communication: NLnet Labs communicates via social media, sends newsletters to its users, and posts blogs on its website. Members of the NLnet Labs team often speak at symposia. We also share our results and knowledge by making presentations at IETF, RIPE, OARC and *NOG meetings.
	 Fiancial sustainability: In recent years, NLnet Labs has succeeded in diversifying its income stream. Software development and support are funded by support contracts with client organisations in the industry. Research projects receive financial support from various organisations (NLnet Labs applies for grants and responds to RFPs). In addition, NLnet Labs receives donations to support activities that yield no direct results, but are important for the future and innovative capacity of the internet industry. 

	8: 
	 Input: Collectively, the activities of NLnet Labs represent #deep investment in# various communities, with a view to bringing about change/improvement. Such activities require internally trained (and partially self-trained) experts. The continuity of such activities depends not only on financial support, but also on collaboration with partners, including SIDN, other research organisations and industry players.

	Project: Financial support for NLnet Labs
	Datum: January 4, 2023
	1: 
	 Problem: Public trust in essential services delivered via the internet can be damaged if there is no secure and stable internet infrastructure, particularly the DNS and inter-domain routing. Continuous service availability and respect for end user privacy are also important in relation to public trust in internet services.



SIDN stands for carefree online and therefore for a safe, stable, available and privacy-friendly internet. The work of NLnetLabs promotes this. (In line with our strategy and big step 3: Increasing internet security through research and translating this into solutions and services)





	2: 
	 Solution: NLnet Labs develops open standards and open-source software that promote the security and (by contributing to its availability) the stability of the internet infrastructure. As well as developing standards and software, NLnetLabs undertakes applied research into issues relating to the DNS and routing infrastructure, such as barriers to adoption/deployment, and the impact of new technologies that are still in the early stages of adoption. By improving understanding of such issues, NLnet Labs also contributes to policy and governance discussions surrounding the application of (new) technologies and social impact.

	3: 
	 Target audience/market: The target audience for our standardisation and software development activities consists mainly of internet industry actors that use NLnet Labs software. Such actors include DNS service providers throughout the DNS ecosystem, from root servers and TLDs to home routers. Where routing security and management are concerned, the target audience includes the (major) network operators that carry data traffic at the core of the internet, IXPs with route servers, and edge networks serving end users. NLnet Labs' applied research is relevant to the operator community (RIPE, NANOG, NLNOG, …), and to policy and governance organisations, such as ICANN and government agencies, with which NLnet Labs shares its expertise.

	7: 
	 Assumptions: - It is assumed that the adoption of software that implements internet security and stability-enhancing new standards does actually make the internet infrastructure more resilient.
- It is also assumed that NLnet Labs' activities in the field of policy and governance can actually bring about positive policy changes.



